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Abstract of the contribution: The proposal of a new solution is to reuse the network exposures services of NF to collect UE data, in complement to the solutions enabling collection of metrics for populations of UEs
Discussion
Depending on each use case, data (events, metrics) of different nature need to be collected by the NWDAF to perform the service:
A. Data related to the history (time) and the behaviour of an individual UE (logs, lists of events, UE metrics)
B. Data related to populations of UEs (several UE belonging or not to UE groups)  considered collectively, more in space then in time (metrics on important numbers of UEs matching the same filters)
	Use Case
	A: single UE
	B: Populations of UE

	
	(temporal analytics)
	(spatial analytics)

	1: <how to get information from AF>
	/
	/

	2: <NWDA-Assisted QoS Provisioning>
	Yes
	Yes

	3: <NWDA-Assisted Traffic Handling>
	 
	Yes (UPF load, etc.)

	4 : <Using NWDA output to customize mobility management>
	Yes (historical UE location)
	 

	5: <NWDA-assisted Determination of Policy>
	Yes
	Yes (local conditions)

	6: <NWDAF-Assisted QoS Adjustment>
	 
	Yes (combination(s) are in use per NF situation per time per UE location)

	7: NWDAF assisting 5G edge computing
	Yes (UE mobility)
	Yes (load information based on time and spatial information)

	8: Performance improvement and supervision of mIoT terminals
	 
	Yes (network congestion, botnets)

	9: <NWDAF-assisted load balancing/re-balancing of network functions>
	 
	Yes (load)

	10: NWDA-assisted determination of areas with oscillation of network conditions
	 
	Yes (analytics about segments/areas, dense areas)

	11: Prevention of various security attacks
	Yes (user habits and behaviour)
	Yes (unusual traffic patterns)

	12: < NWDA-Assisted predictable network performance >
	Yes (location history, registration)
	Yes (coverage information, road traffic, possible congestion aspects)

	13: <UE driven analytics sharing>
	UE positioning information
	 



Solution #6 (data collection via OAM services) in TR 23.791for data collection are more related to item B 
The TS 23.501 describes network exposure services (e.g. AMF, SMF, PCF, UDM) which are used by the NEF, or may potentially be used by other CN functions (e.g. SMF, PCF, UDM using AMF exposure, TS 29.518 §5.3). Event Exposure Service on Namf, Nsmf,Npcf,Nudm are defined in TS 23.502 [3] 
The proposals to have NWDAF use the internal exposure services or AMF, SMF, PCF, UDM for the purpose of item A. This is a new solution to Key Issue#3: Interactions with 5GS NFs/AFs for Data Collection.
Proposal
It is proposed to modify the following clause in TR 23.791. 
**** Start of Change ****
6.x	Solution x: Data Collection from NFs via NF Event Exposure services
[bookmark: _Toc519787023]6.x.1	Description
This solution addresses the Key Issue #3: "Interactions with 5GS NFs/AFs for Data Collection".
[bookmark: _GoBack]This solution proposes to use the existing exposures services (Event Exposure Service) offered by AMF, SMF, PCF and UDM in order to collect individual behaviour data for producing services related to individual UEs. This solution is used by NWDAF to subscribe/unsubscribe at any NFs to be notified for data collection on a related events, using existing Event Exposure Service on Namf, Nsmf, Npcf, Nudm defined in TS 23.502 [3]
The solution must be used in complement with solutions which enables collecting pre-computed metrics covering UE populations (geographical areas, cells, NFs, massive IoT, etc..) for which other complementary solutions (e.g. solution #6) are proposed in this TR.
[bookmark: _Toc519787017][bookmark: _Toc519787027]6.x.2	Data Collection via NF Event Exposure
This procedure is used by NWDAF to subscribe/unsubscribe at NFs (e.g. UDM, AMF, SMF, PCF) to be notified for data collection on a related event (s), using existing Event Exposure Service on Namf, Nsmf,Npcf,Nudm defined in TS 23.502[3]

[bookmark: _MON_1595423103] 
Figure 6.x.2-1: Event Exposure Subscribe/unsubscribe
1.	The NWDAF subscribes to or cancels subscription for a (set of) Event ID(s) by invoking the Nnf_EventExposure_Subscribe/ Nnf_ EventExposure _Unsubscribe service operation.
2.	If NWDAF subscribes to a (set of) Event ID(s), the NFs notifies the NWDAF (e.g. with the event report) by invoking Nnf_EventsExposure_Notify service operation.
NOTE: The NWDAF could use the immediate reporting flag as defined in Table 4.15.1-1 TS 23.502[3] to meet the request-response model for data collection from NFs.

6.x.3	Impacts on Existing Nodes and Functionality
The NWDAF uses existing network interfaces and services.
No additional interface is required on the NFs for the purpose of collection individual UE behaviour.
[bookmark: _Toc519787028]6.x.4	Solution Evaluation
The proposed solution is fit to the need of collecting dedicated information on a per-UE basis, and linked to the usage of the UE over possibly long periods of time.
Besides, it appears necessary to keep a complementary solution (e.g. solution #6 or another (e.g. solution #6)) for the collection of massive pre-computed metrics over large populations of UE, because leveraging only the NF exposure function would lead to massive signalling flow.
**** End of Changes ****
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